
The balance between data 
privacy and public good



Should your private messages 
be private?  



Data privacy is not about hiding 
information, it's about controlling 
how your information is used.



Data surveillance can be a powerful tool 
for public safety.





Pros of data 
privacy

Encourages individual liberty and autonomy.

Helps prevent identity theft and fraud.

Supports individuals with raising concerns and 
whistleblowing.

Protects personal information from being misused.



Cons of data 
privacy

Withholding data can make it difficult for law enforcement 
to identify and track suspects.

Encryption of data may facilitate criminal activity.

Limited access to information can hinder investigations and 
prevent the prevention of crimes.



Pros of data 
surveillance

It can provide valuable evidence to solve crimes and 
prosecute criminals.

It can assist in tracking down missing persons.

Data surveillance can help prevent crime and terrorism.



Cons of data 
surveillance

Can be used to discriminate against certain groups.

Can lead to persecution of whistle-blowers

May lead to a false sense of security.

Can lead to abuse of power by those in charge.



We need to finding a 
balance between data 

privacy and data 
surveillance 


