
Cyber Security and Social Engineering: Protecting Yourself Online



“One of the reasons that bad actors view children's 
identities as a gold mine is that they can exploit that 

information for more than a decade before it's 
recognized when they go to apply for credit for the 

first time.”

https://searchsecurity.techtarget.com/news/252489363/Cyber-attacks,%20-on-schools-increasing-amid-remote-learning-shift,21st Sep

2020



Types of Social 
Engineering

• Phishing 
• SMishing (SMS)
• Vishing       (Voice)
• Qishing (QR Codes)
• Spear-phishing / Whaling



Signs of a Social 
Engineering Attack

Unusually urgent or threatening language in an 
email or message.

Requesting personal information such as 
passwords or financial details.

Offering a prize or reward in exchange for personal 
information.

Unexpected, even when from a known individual 
(friend, relative, etc)













Slow down!

Consider, before opening 
attachments, clicking links or 
downloading software.

If in doubt contact organisation 
directly using details online

Tik Tok Tik 
then Click


